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Abstract
Blockchain technology represents an innovative solution for enhancing data security across various sectors. This research aims to examine the potential and challenges of blockchain technology in data security. The methodology employed involves a comprehensive literature review of up-to-date and relevant sources discussing the concepts, characteristics, types, and applications of blockchain technology, as well as the data security aspects associated with it. The findings of this study reveal that blockchain technology offers several advantages in data security, such as transparency, decentralization, immutability, and cryptography. However, it also confronts several obstacles, including scalability, interoperability, privacy, and regulatory concerns. This research offers recommendations and implications for addressing these challenges, such as the development of appropriate protocols and standards, fostering collaboration among stakeholders, and raising public awareness about the benefits and risks of blockchain technology. It is anticipated that this research will contribute to the development and future implementation of blockchain technology in data security.
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1. Introduction
Data is a critical asset for individuals, organizations, and nations in the current digital era. Data serves various purposes, such as education, healthcare, finance, governance, and more [1]. However, data is also susceptible to security threats, such as theft, manipulation, or destruction by unauthorized parties. According to a report by IBM Security, the average cost of global data breaches in 2020 reached $3.86 million per incident. Therefore, there is a need for solutions to protect data from these threats [2].
One promising solution for data security is blockchain technology. Blockchain technology allows for the distributed recording and storage of data in a peer-to-peer network without the need for a central authority [3],[4]. This technology possesses unique characteristics, such as transparency, decentralization, immutability, and cryptography, which can enhance data security against both external and internal attacks [5]. Blockchain technology has been applied across various sectors, including finance, healthcare, education, and governance, to address existing data security issues[6].

However, blockchain technology also faces several challenges in data security, such as scalability, interoperability, privacy, and regulation. Scalability relates to the technology's ability to handle a large volume of transactions quickly [7]. Interoperability pertains to the technology's capability to communicate and collaborate with other systems. Privacy concerns the protection of users' identities and personal information within blockchain technology. Regulation concerns the legal framework and policies governing the use of blockchain technology [8][9].

This research aims to assess the potential and challenges of blockchain technology in data security. The methodology employed involves a literature review of up-to-date and relevant sources discussing the concepts, characteristics, types, and applications of blockchain technology, as well as the data security aspects related to this technology. This research utilizes a qualitative approach with content analysis techniques to identify, classify, and synthesize information from selected literature sources [10]. The research does not employ specific variables or hypotheses but instead focuses on gaining an in-depth understanding of the research topic [11].

The research findings indicate that blockchain technology offers several advantages in data security, including transparency, decentralization, immutability, and cryptography. However, it also faces challenges such as scalability, interoperability, privacy, and regulation. The research provides recommendations and implications for addressing these challenges, such as the development of appropriate protocols and standards, enhancing collaboration among stakeholders, and raising public awareness of the benefits and risks of blockchain technology. This research is expected to contribute to the development and future implementation of blockchain technology in data security.

This scientific journal consists of five main sections: introduction, literature review, discussion, conclusion, and recommendations. The introduction explains the background, problem, objectives, methodology, results, and structure of the scientific journal [12]. The literature review presents a theoretical and empirical overview of blockchain technology and data security. The discussion delves into the potential and challenges of blockchain technology in data security based on the literature review findings. The conclusion summarizes the main findings, implications, and research contributions [13]. The recommendations offer suggestions for further research and practices related to blockchain technology and data security [14].

2. Research Method

This research employs a literature review method with a qualitative approach to examine the potential and challenges of blockchain technology in data security [15]. The literature review method is suitable for exploring and integrating information from various sources related to the research topic. The qualitative approach is appropriate for comprehending and interpreting the meaning of this information [16].
The data utilized in this study consists of literature sources related to blockchain technology and data security [17]. The data collected for this research are sourced from various mediums, such as academic journals, books, reports, articles, blogs, and websites. The data analyzed in this study encompass the concepts, characteristics, types, and applications of blockchain technology, as well as the data security aspects associated with this technology. The data selected for this research adhere to the criteria of relevance, currency, validity, and reliability [18].

The collected data are subsequently analyzed using content analysis techniques. Content analysis is a technique used to identify, classify, and synthesize information from literature sources [19]. The data analysis steps undertaken in this research are as follows:

1. **Coding**: Assigning codes or labels to each piece of information found in the literature sources based on the research topic or subtopics.
2. **Categorization**: Grouping pieces of information with the same codes or labels into specific categories based on similarities or differences in meaning.
3. **Theming**: Identifying main themes or sub themes within each category of information based on the relationships or patterns among these pieces of information.
4. **Visualization**: Creating visual representations of the identified themes or sub themes in the form of tables, graphs, diagrams, or concept maps to facilitate the presentation and comprehension of the data analysis results.
5. **Interpretation**: Providing interpretations or explanations of the meaning and implications of the identified themes or sub themes based on relevant theories or prior research relevant to the research topic.

### 2.1 Literature Review

Blockchain technology is one of the technologies that offers a solution to enhance data security across various sectors [20]. This literature review will delve into the concepts, characteristics, types, and applications of blockchain technology, along with previous studies related to blockchain technology and data security [21].

In theoretical terms, blockchain technology can be defined as a system that enables the distributed recording and storage of data within a peer-to-peer network, eliminating the need for a central authority. It was initially introduced by Satoshi Nakamoto in 2008 as the foundation for the digital currency Bitcoin. This technology possesses several unique characteristics:

1. **Transparency**: All transactions within the blockchain network are visible to all participants, promoting accountability and trust among users.
2. **Decentralization**: There is no single entity that controls or regulates the blockchain network, reducing the risk of manipulation or corruption by unauthorized parties.
3. **Immutability**: Once data is recorded on the blockchain network, it cannot be altered or deleted by anyone, ensuring data integrity and authenticity.
4. **Cryptography**: Data recorded on the blockchain network is protected using cryptographic techniques such as encryption, decryption, hashing, and digital signatures, guaranteeing data confidentiality and authentication.

Based on its operational mode, blockchain technology can be categorized into three main types:

1. **Public Blockchain**: An open blockchain network accessible to anyone interested in joining and participating. Examples include Bitcoin, Ethereum, and Litecoin.
2. **Private Blockchain**: A closed blockchain network accessible only to select members who have received permission. Examples include Hyperledger Fabric, Corda, and Quorum.
3. **Consortium Blockchain**: A semi-closed blockchain network accessible only to a group of organizations that have agreed to collaborate. Examples include Ripple, Stellar, and EWF.
In terms of its applications, blockchain technology can serve various purposes, such as:

1. **Finance**: Facilitating fast, cost-effective, and secure financial transactions without the need for intermediaries like banks or other financial institutions. Examples include digital currencies, cross-border money transfers, and online payments.

2. **Healthcare**: Storing and sharing sensitive healthcare data such as medical records, test results, prescriptions, and more in a protected and verifiable manner. Examples include MedRec, Healthureum, and Medicalchain.

3. **Education**: Managing and verifying educational data, such as diplomas, certificates, transcripts, and more, easily and reliably. Examples include Blockcerts, ODEM, and BitDegree.

4. **Governance**: Enhancing the efficiency and transparency of public services such as elections, licensing, taxes, and more in a fair and accountable manner. Examples include Agora, Voatz, and GovCoin.

Empirically, numerous studies have been conducted to assess the potential and challenges of blockchain technology in data security. Here is a summary of some of these studies:

<table>
<thead>
<tr>
<th>Researcher</th>
<th>Title</th>
<th>Destination</th>
<th>Methods</th>
<th>Results</th>
</tr>
</thead>
<tbody>
<tr>
<td>Zheng et al.</td>
<td>Blockchain challenges and opportunities: A survey</td>
<td>Identify the challenges and opportunities of blockchain technology in technical, social, economic, and political aspects</td>
<td>Literature study from 41 sources related to blockchain technology</td>
<td>Found that the main challenges of blockchain technology are scalability, interoperability, privacy, and regulation; while the main opportunities are the development of innovative applications in various sectors</td>
</tr>
<tr>
<td>Yli-Huumo et al.</td>
<td>Where is current research on blockchain technology? A systematic review</td>
<td>Examine current trends and research focuses on blockchain technology</td>
<td>Literature study from 41 sources related to blockchain technology</td>
<td>Finds that most research on blockchain technology focuses on the technical and financial aspects; while the social and</td>
</tr>
</tbody>
</table>
organizational aspects have received less attention.

| Al Ansari et al. | Blockchain for government services – use cases, security benefits, and challenges | Examining the use of blockchain technology for public services in the government sector | Case studies from four countries that have implemented blockchain technology for public services, namely Estonia, Dubai, the UK, and Singapore. | It found that blockchain technology can improve the security of government data from cyberattacks; however, it also faces challenges such as infrastructure readiness, regulatory compliance, and public participation. |

3. Findings
Based on the results of the data analysis that has been carried out using content analysis techniques [22], four main themes can be found relating to the potential and challenges of blockchain technology in data security, namely:

- **Transparency**: this theme relates to the ability of blockchain technology to provide clear and open information about all transactions taking place on the blockchain network.

- **Decentralization**: this theme relates to the ability of blockchain technology to eliminate the role of a central authority in controlling or regulating a blockchain network.

- **Immutability**: this theme relates to the ability of blockchain technology to maintain the integrity and authenticity of data that has been recorded on the blockchain network.

- **Cryptography**: this theme deals with the ability of blockchain technology to protect the confidentiality and authentication of data recorded on the blockchain network.
From each of these main themes, several more specific sub themes can be derived, namely:

<table>
<thead>
<tr>
<th>Theme</th>
<th>Subtheme</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>Transparency</td>
<td>Accountability</td>
<td>The ability of blockchain technology to increase accountability and trust between users.</td>
</tr>
<tr>
<td>Transparency</td>
<td>Participation</td>
<td>The ability of blockchain technology to increase engagement and collaboration between users.</td>
</tr>
<tr>
<td>Decentralization</td>
<td>Efficiency</td>
<td>The ability of blockchain technology to reduce transaction costs and time.</td>
</tr>
<tr>
<td>Decentralization</td>
<td>Autonomy</td>
<td>The ability of blockchain technology to give users freedom and independence.</td>
</tr>
<tr>
<td>Immutability</td>
<td>Integrity</td>
<td>The ability of blockchain technology to maintain data consistency and conformity.</td>
</tr>
<tr>
<td>Immutability</td>
<td>Authenticity</td>
<td>The ability of blockchain technology to maintain data correctness and accuracy.</td>
</tr>
<tr>
<td>Cryptography</td>
<td>Confidentiality</td>
<td>The ability of blockchain technology to maintain privacy and data protection.</td>
</tr>
<tr>
<td>Cryptography</td>
<td>Authentication</td>
<td>The ability of blockchain technology to maintain identity and verify data.</td>
</tr>
</tbody>
</table>

3.1 Problem
Based on the results of the data analysis that has been conducted using content analysis techniques, four main themes related to the potential and challenges of blockchain technology in data security can be found. However, there are still some aspects that need to be understood more deeply to explore the full impact and potential of blockchain technology in the context of data security [23]. Therefore, the following are some of the issues that can be used as the basis for further research:

1. How can blockchain technology effectively increase accountability and trust between data users, and how will it impact sectors such as finance, healthcare, and logistics?
2. To what extent can blockchain technology reduce the cost and time of data transactions, and what are the economic implications of using this technology in terms of efficiency and productivity?
3. How can scalability challenges in blockchain technology be overcome to ensure its ability to handle large and fast transaction amounts across multiple industries?
4. How can blockchain technology interact with other systems more efficiently and securely, especially in terms of interoperability with conventional technologies?
5. How can data user privacy be properly safeguarded in the context of blockchain technology, and how can appropriate regulations be implemented to protect individual privacy rights?
6. How can consistent regulations be established at the global level to address the issue of incompatibilities or inconsistencies between countries' regulations on the use of blockchain technology?
7. What are the implications of blockchain technology for cybersecurity and countering possible cyber threats in the blockchain ecosystem?
8. How can blockchain technology affect data ownership and control structures in different sectors, and what impact will it have on sustainability and decision-making?
9. How can the adoption of blockchain technology be scaled up across various sectors, including education, energy, and government, to maximize its potential to improve data security?
10. Are there ethical risks associated with using blockchain technology in data security, and how can we mitigate those risks?

3.2 Research Implementation

The following is a visualization of the themes and subthemes found from the data
From the concept map above, it can be seen that each theme and subtheme has a relationship that affects each other. This shows that the potential and challenges of blockchain technology in data security cannot be separated from the unique characteristics of the technology. The potential of blockchain technology in data security is as follows:

- Blockchain technology can increase accountability and trust between data users, because all transactions that occur on the blockchain network can be seen and verified by all network members. This is in accordance with the opinion of Zheng et al. which states that the transparency of blockchain technology can increase accountability and trust between users.
- Blockchain technology can increase engagement and collaboration between data users, because all members of the blockchain network can participate and contribute to the process of recording and storing data. This is in accordance with the opinion of Yli-Huumo et al. which states that decentralization of blockchain technology can increase participation and collaboration between users.
- Blockchain technology can reduce the cost and time of data transactions, because it does not require an intermediary or central authority in the data transaction process. This is in accordance with the opinion of Alansari et al. which states that decentralization of blockchain technology can reduce the cost and time of data transactions.
- Blockchain technology can provide freedom and independence to data users, because they can control and manage their own data without interference from other parties. This is in accordance with the opinion of Zheng et al. which states that the decentralization of blockchain technology can provide autonomy to users.
Blockchain technology can maintain data consistency and conformity, because data that has been recorded on the blockchain network cannot be changed or deleted by anyone. This is in accordance with the opinion of Yli-Huumo et al. which states that the immutability of blockchain technology can maintain data integrity.

Blockchain technology can maintain the truth and accuracy of data, because the data recorded on the blockchain network is equipped with mathematical evidence that guarantees the authenticity of the data. This is in accordance with the opinion of Alansari et al. which states that the immutability of blockchain technology can maintain data authenticity.

Blockchain technology can maintain data privacy and protection, because the data recorded on the blockchain network is protected by cryptographic techniques, such as encryption, decryption, hashes, and digital signatures. This is in accordance with the opinion of Zheng et al. which states that blockchain technology cryptography can maintain data confidentiality.

Blockchain technology can maintain data identity and verification, because the data recorded on the blockchain network is equipped with a digital signature that shows who made the data transaction. This is in accordance with the opinion of Yli-Huumo et al. which states that blockchain technology cryptography can maintain data authentication.

The challenges of blockchain technology in data security are as follows:

- Blockchain technology faces the problem of scalability, which is the ability to handle a large number of transactions quickly. This is due to the limitations of block size, block generation frequency, and network consensus that affect the capacity and speed of transactions on the blockchain network. This is in accordance with the opinion of Zheng et al. who stated that scalability is one of the main challenges of blockchain technology.

- Blockchain technology faces the problem of interoperability, which is the ability to communicate and collaborate with other systems. This is due to the lack of standards or protocols governing interactions between different types or generations of blockchain technology, as well as between blockchain technology and conventional systems. This is in accordance with the opinion of Yli-Huumo et al. who stated that interoperability is one of the main challenges of blockchain technology.

- Blockchain technology faces privacy issues, namely the protection of the identity and personal information of users. This is due to the paradox between transparency and confidentiality offered by blockchain technology. On the other hand, the confidentiality of blockchain technology can pose privacy issues for users, as they cannot know or control who can access or use their data. This is in accordance with the opinion of Alansari et al. who stated that privacy is one of the main challenges of blockchain technology.

- Blockchain technology faces regulatory issues, namely the regularity of laws and policies governing the use of blockchain technology. This is caused by discrepancies
or inconsistencies between regulations that apply in various countries or regions related to blockchain technology, especially in terms of taxation, consumer protection, anti-money laundering, and anti-terrorism. This is in accordance with the opinion of Zheng et al. which states that regulation is one of the main challenges of blockchain technology.

From the results and discussion above, it can be concluded that blockchain technology has great potential in data security in various sectors, but it also faces several challenges that need to be overcome. This research provides suggestions and implications for addressing these challenges in the next section.

4. Conclusion

This research has identified that blockchain technology holds significant potential for enhancing data security across various sectors but also faces several challenges that need to be addressed. The study reveals that the potential of blockchain technology in data security is associated with its unique characteristics, including transparency, decentralization, immutability, and cryptography. Conversely, the challenges faced by blockchain technology in data security are related to aspects that require improvement or development within the technology, such as scalability, interoperability, privacy, and regulation. The research concludes that blockchain technology can provide a solution for enhancing data security across various sectors if these challenges can be overcome with appropriate strategies.

The findings of this study have implications for blockchain technology developers, users, and regulators in the context of data security. Specifically, the research contributes to blockchain technology developers by encouraging the development of protocols and standards that align with the data security needs and challenges across various sectors. For blockchain technology users, the findings promote increased engagement and collaboration in data recording and storage processes and raise awareness and responsibility regarding their own data. For blockchain technology regulators, the research offers insights into creating fair and flexible regulations that can accommodate the evolution and implementation of blockchain technology in data security.

This research makes a contribution to the field of computer science and informatics, particularly in the areas of blockchain technology and data security. It provides a comprehensive and in-depth literature review on the potential and challenges of blockchain technology in data security. The research introduces innovation in the form of concept maps that visualize themes and subthemes related to the potential and challenges of blockchain technology in data security. Lastly, the study offers relevant and up-to-date recommendations and implications for the future development and implementation of blockchain technology in data security.
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